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STAY PROTECTED WITH WINDOWS SECURITY 

Windows 10 and 11 include Windows Security, which provides the latest antivirus 

protection. Your device will be actively protected from the moment you start 

Windows. Windows Security continually scans for malware (malicious software), 

viruses, and security threats. In addition to this real-time protection, updates are 

downloaded automatically to help keep your device safe and protect it from threats. 

Windows Security is built-in to Windows and includes an antivirus program called 

Microsoft Defender Antivirus. (In early versions of Windows 10, Windows Security 

is called Windows Defender Security Center). 

If you have another antivirus app installed and turned on, Microsoft Defender 

Antivirus will turn off automatically. If you uninstall the other app, Microsoft 

Defender Antivirus will turn back on automatically. 

App & browser control - Update settings for Microsoft Defender SmartScreen to help 

protect your device against potentially dangerous apps, files, sites, and downloads. 

You'll have exploit protection and you can customize protection settings for your 

devices. 

To customize how your device is protected with these Windows Security features 

select Start  > Settings  > Update & Security  > Windows Security 

Open Windows Security settings 

Status icons indicate your level of safety: 

Green means there aren’t any recommended actions right now. 

Yellow means there is a safety recommendation for you. 

Red is a warning that something needs your immediate attention. 

Run a malware scan manually 

If you're worried about a specific file or folder on your local device, you can right-

click the file or folder in File Explorer, then select Scan with Microsoft Defender. 

If you suspect there's malware or a virus on your device, you should immediately run 

a quick scan.  

Run a quick scan in Windows Security 
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Select Start  > Settings  > Update & Security  > Windows Security  and then Virus & 

threat protection. 

Turn Microsoft Defender Antivirus real-time protection on or off 

Sometimes you may need to briefly stop running real-time protection. While real-

time protection is off, files you open or download won't be scanned for threats. 

However, real-time protection will soon turn on automatically again to protect your 

device. 

Turn real-time protection off temporarily 

Select Start  > Settings  > Update & Security  > Windows Security  and then Virus & 

threat protection > Manage settings. (In early versions of Windows 10, select Virus 

& threat protection > Virus & threat protection settings.) 


